PRIVACY AND SECURITY STATEMENT

This Privacy and Security Statement (“Statement”) applies to all mobile applications, websites and domains owned by our family of companies linking to or posting this Statement, including Big Cedar Lodge, Big Cypress Lodge, Bass Pro Angler’s Lodge, Uncle Buck’s Fishbowl and Grill, Islamorada Fish Company, Hemingway’s Blue Water Café, Blue Fin Lounge, White River Fish House, Zane Grey Longkey Lounge, Uncle Buck’s Grill, and Uncle Buck’s Brewery and Steakhouse (the “Sites”).

Please read this Statement and the Community Guidelines and Terms of Use before purchasing, using, or submitting content in any form or medium for publication on the Sites. By using our services and accessing the Sites, you are consenting to the information collection and use practices described in this Statement and the Community Guidelines and Terms of Use. This Statement does not apply to information collected offline by us (unless specifically stated). In this Statement, “we,” “our,” or “us” refers to the operators of the Sites.

SOME TERMS WE USE IN THIS STATEMENT

**Personal Information** is any information that identifies, relates to, describes, is capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular individual.

**Cookies** are small text files containing unique identification numbers that your web browser software transfers from a Site to your computer when you visit the Sites. We use Cookies to help us recognize your browser, make it easier for you to use the Sites and help us customize your experience. Our use of Cookies is described more fully below.

**Corporate Affiliate** is an entity owned by or under common ownership with us.

**Business Partner** is an entity with which we have an ongoing business relationship to provide data analysis, to assist in developing a Site or to provide marketing services, specialized products or services or information to visitors to the Sites.

PERSONAL INFORMATION YOU PROVIDE THROUGH THE SITES AND HOW WE MAY USE IT

You are not required to provide Personal Information to browse the Sites. If you choose to purchase products and/or services from the Sites, you may be asked to provide your name, credit card information, telephone number (in case our customer service personnel need to reach you about your order), mailing and/or shipping address, email address. If you choose to create an online account, you may provide your name, address, telephone number, email address or other information you choose to provide. To participate in or submit content to one of our Sites or to view exclusive content on the Sites, you will be required to have an online account. If you request a catalog, we may ask for your mailing address. If you ask to receive our newsletters or send a Wish List or Email-A-Friend message, we may ask for an email address. If you participate in surveys or contests, we may ask for your contact information, qualifying information, opinion and background information, such as your age, gender, approximate household income, type of outdoor sport you enjoy, frequency in which you engage in your sport, and where you go to enjoy your sport. Those seeking Career Opportunities may be asked to provide contact, background, education and employment information. If you participate in our online communities, any information you post is publicly accessible. If you download one of our mobile applications (“App”), we will collect your name...
and contact information, as well as information about your device, so that we can identify you when you connect with us.

We may use your information for our general commercial purposes, including:

- Providing information about our products, services and special events and those of third parties which we believe may be of interest to you.
- Processing and fulfilling your purchase order or request for information, contacting you regarding your order, or answering any questions/concerns you might have regarding your order.
- Customizing your Site experience and speeding up the shopping process by remembering you through your online account.
- Allowing registered members to submit content to our Sites and participate in our communities, online ratings and reviews, talk forums, chats, blogs and outdoor questions and answers forums, and providing them with access to exclusive content.
- Conducting surveys to assess customer satisfaction and preferences.
- Administering contests or sweepstakes.
- Allowing you to create a wish list and email a personal greeting to a friend with your information.
- Considering and processing applications for employment.
- Offering and operating our mobile Apps.

PERSONAL INFORMATION WE MAY COLLECT FROM OTHER SOURCES

We may receive information about you from third-party sources when you allow us access to your data through a third-party service to create a Site profile or when a friend provides us your information. We may also receive information about you from third parties in connection with your use of our Apps. For example, if you enroll in the Pay with Rewards program on our App, we may receive transaction information from your payment card network (e.g., Mastercard), which we use to operate that program so that you may redeem points under that program’s terms. In addition, we may receive information from social networking sites, databases, online marketing firms, and ad targeting firms, including:

- Personal information about you, including user name and connection list, email address and password, if you access any of the Sites using a third-party social networking application or feature, such as Facebook Connect, through which you allow us to collect (or the third party to share) information about you;
- Personal information about you if other users of a third-party website give us access to their profiles and you are one of their "connections" or information about you is otherwise accessible through your "connections" web page, profile page, or similar page on a social networking or other third-party website or interactive service;
- Demographic data, such as your age range, gender, and interests;
- Information about your advertising interaction and viewing data, such as if you click on certain advertisements;
- Your name and email address if a Site user gives information about the Sites to you, such as through the "Email-a-Friend" feature; and
• References and background checks for job applicants.

With the exception of information collected through the "Email-A-Friend" feature (which is only used to forward messages from you), we may combine the information we collect about you through the Sites with records from third-party sources in order to improve our ability to serve you, to tailor our content to you and to offer you opportunities to purchase products or services that we think may be of interest to you. Please note that if we combine the information we receive from third-party sources with information we collect through the Sites, we will treat it in accordance with this Statement.

**HOW WE MAY SHARE THE INFORMATION COLLECTED**

- We may share your Personal Information as provided in this Statement. We may share Personal Information with our Corporate Affiliates.
- We may provide Personal Information to our agents, outside vendors or service providers to perform functions on our behalf (e.g., analyzing data, providing marketing assistance, providing customer service, processing orders, sending emails about our products or services, etc.).
- We do on occasion share your name and mailing address with other companies that, in our judgment, are similar to us or our Corporate Affiliates for marketing and promotions of their products and services where we believe that their products and services would be of interest to you.
- We may also sell, transfer or otherwise disclose Personal Information, including, but not limited to, your name and mailing address, in connection with a corporate transaction, such as a merger, consolidation or sale of some or substantially all of our assets.
- We may use or disclose your Personal Information to comply with the law, applicable regulations, governmental and quasi-governmental requests, court orders or subpoenas, to enforce our [Community Guidelines and Terms of Use](#) and to protect the rights, property, safety or interests of our company, our Corporate Affiliates or others.
- We may share aggregated or anonymized information with third parties without restriction.
- We may use third party-placed tracking pixels and Cookies and related or similar technologies to help us understand how to improve the customer experience on our Sites, to personalize our content, and to develop and improve our products and services, including advertising.

**Pay With Rewards Program**. If you enroll in the Pay with Rewards program, we may share your information with Mastercard in order to allow you to redeem points in accordance with that program. You can opt out of this sharing by unenrolling in the Pay with Rewards program.

If you enroll in the Pay with Rewards program, you authorize your payment card network (e.g., Mastercard) to monitor activity on your selected payment card(s) and to share certain transaction data with us and our service providers so that you may redeem points under that program’s terms. You can withdraw your authorization and stop this sharing by unenrolling from the Pay with Rewards program.
**Amway Purchases.** If you purchase our goods or services on Amway.com, we will share with Amway the Amway IBO number and the dollar amount of each purchase. If you are a member of the Amway program and you do not want us to disclose that information, then you must contact Amway directly. Opting out of having us disclose information to Amway will most likely preclude you from participating in the special membership or rewards program offered by Amway.

**HOW YOU CAN CONTROL THE USE OF YOUR PERSONAL INFORMATION**

If you would like to change your Personal Information in our records or remove your name from our catalog or postal mailing list or from lists we share with other selected companies, contact us using one of the methods set out in the Contacting Us section below. If you are an online registered member, you can access “Your Account” to update the Personal Information you have stored online.

You may opt out of receiving our email newsletters at any time by choosing the unsubscribe link provided in each email. You may also be able to edit your email preferences on “Your Account” page.

We will honor your requests to change or delete your Personal Information in compliance with applicable law. Requests to remove Personal Information from marketing lists will apply to future mailings and future sharing of information, not to past disclosures or use. Please remember that we do not have access to, or control over, advertisers' or service providers' cookies, and the information practices of third parties are not covered by this Statement.

**CERTAIN TECHNICAL INFORMATION YOU SHOULD KNOW**

- **OUR USE OF COOKIES AND GIFS**

We may collect information about how users navigate through a Site during thousands of Site visits. For example, we use Cookie technology:

- to track which pages on Sites our visitors view and which web browsers they use. We analyze this information in aggregate to improve the Sites by making them more responsive to the needs and preferences of our users.
- when you register on the Sites so that each time you visit the Sites we can remember your specified area of interest and any other information you have voluntarily provided and saved.
- to track the items you placed in your shopping cart during a single shopping session and to enable us to provide better service to you by maintaining your shopping cart between visits (so you do not have to enter each item again).
- to help us understand our Site traffic patterns to determine our visitors’ interests and needs.

Because we rely on Cookies to make the shopping experience easier and more tailored to your needs, your browser must be set to accept Cookies before you can place an order. If you would like more information about how Cookies work, go to [http://www.cookiecentral.com](http://www.cookiecentral.com).

We may use a software technology called clear gifs (a.k.a. Web Beacons/Web Bugs) that helps us better manage content on the Sites by informing us about the content that is of interest to our customers. Clear gifs are tiny graphics with a unique identifier, similar in function to cookies, and are used to track the online movements of web users by collecting information such as a visitor's cookie.
number, the time, date, duration and number of page views, a description of the page where the web beacon is placed, and details about any items that were purchased. In addition, we may use clear gifs in our HTML-based emails to let us know which emails the recipients have opened. This allows us to gauge the effectiveness of certain communications and our marketing campaigns. If you would like to opt out of receiving these emails, see the “How You Can Control the Use of Your Personal Information” section.

We do not currently employ technology that responds to do not track signals from your browser.

- BUSINESS PARTNER COOKIES AND WEB BEACONS
  We may permit some of our Business Partners (such as the administrator of the online application for our co-branded credit card or our analytic service providers, social commerce providers, or personalized advertising service providers) to use Cookies or web beacons on our Sites that may collect information about your activities on the Sites as well as technical information from your computer (such as IP address, browser type, etc.) and information about your online activities across other websites and over time. We have no access to or control over these Cookies once we have given permission to our partners to set Cookies.

HOW WE STRIVE TO PROTECT PERSONAL INFORMATION
  We use reasonable technical, administrative and physical measures to protect information contained in our system against misuse, loss or alteration. We use SSL technology to keep others from intercepting your information while it is being transmitted across the Internet. To ensure you are in SSL or secure mode for your transactions, look at the address of the page. Secure pages will usually appear with an address that begins with https:// rather than the standard http:// and will include a closed padlock icon. No data transmission over the Internet or any wireless network can be guaranteed to be absolutely secure. Therefore, we do not warrant or ensure the security of any information sent to us online.

  While we take steps to protect your Personal Information and keep it secure, you also play a role in protecting your information. You can help to maintain the security of your online transactions by not sharing your user name or password with anyone. If we receive instructions using your log-in information and password, we will assume that the instructions have been authorized by you. Any information or content that you post or upload to the Sites or our communities is publicly available and is not secure.

  Likewise, emails sent to and from the Sites are not secure; please do not use email to transmit sensitive information to us. We will rarely, if ever, request Personal Information in an unsolicited email to you. If you have any question about the genuineness of an email you receive that appears to be from us, please contact us using the information in the Contacting Us section below and do not furnish Personal Information in response to the email unless its authenticity can be verified.

OUR POLICIES REGARDING CHILDREN
  We do not sell products for purchase by children; however, we do sell children's products for purchase by adults. If you are under 18 years of age, please do not submit any information without the express consent and participation of a parent or guardian. We will not knowingly collect Personal
Information about any person under 13 years of age. If you believe that we have information from or about anyone under 13 years of age, please notify us using one of the methods set out in the Contacting Us section below.

LINKS TO OTHER SITES
We provide links on occasion to other websites we think you may enjoy. These websites operate independently of our family of companies and have established their own privacy and security policies. For the best online experience, we encourage you to review these policies before submitting any Personal Information to those websites.

CONSENT TO TRANSFER
The Sites are operated in the United States. Please be aware that any information you provide to us will be transferred to the United States. By using a Site from outside the United States and/or providing us with your Personal Information through a Site, you consent to this transfer.

IF YOU ARE A CITIZEN OF CANADA
Canadian citizens, except under circumstances defined by law, are entitled to access their Personal Information collected by us by writing to us at the address set out in the Contacting Us section below. We may ask you to pay an administrative fee for accessing or copying your information, but will inform you of the anticipated charges and confirm that you want us to proceed before processing your request. If you believe that the Personal Information about you that we have collected is incomplete or inaccurate, we will correct the information upon verification that an omission or error exists and that the Personal Information relates to the person requesting the correction. If you would like to request additional information about our Personal Information management practices or access or correct or have us investigate any matters in relation to your Personal Information, please contact us using one of the methods set out in the Contacting Us section below.

IF YOU ARE A RESIDENT OF NEVADA
We do not transfer personal information for monetary consideration. If you would like to tell us not to sell your information in the future, please email us at the email address set out in the Contacting Us section below with your name, postal address, telephone number and email address with “Nevada do not sell” in the subject line.

IF YOU ARE A RESIDENT OF CALIFORNIA
- YOUR CALIFORNIA PRIVACY RIGHTS (SHINE THE LIGHT ACT)
If you are a California resident, you have the right to request information from us regarding the manner in which we share certain categories of your personal information with third parties for the third parties’ direct marketing purposes. California law provides that existing customers have the right to submit a request to us once a year at the designated address for and receive the following information:
• the categories of information we disclosed to third parties for the third parties’ direct marketing purposes during the preceding calendar year;
• the names and addresses of third parties that received such information; and
• if the nature of a third party’s business cannot be reasonably determined from the third party’s name, examples of the products or services marketed.

You are entitled to receive a copy of this information in a standardized format, and the information will not be specific to you individually. Our designated email address for such requests is privacy@basspro.com.

• **CALIFORNIA CONSUMER PRIVACY ACT (“CCPA”) RIGHTS**

As of January 1, 2020, verified California residents will have the right to:

• request and receive our personal information collection practices during the prior 12 months, including the categories of personal information we collect, the categories of sources of such information, our business purpose for collecting or sharing such information, and the categories of third parties with whom we share such information;
• request and receive a copy of the personal information we have collected about them during the prior 12 months;
• request and receive disclosure of our information sharing practices during the prior 12 months, including a list of the categories of personal information that we sold with the categories of third-party recipients and a list of the categories of personal information that we disclosed for a business purpose;
• request that we not sell personal information about them; and
• request that we delete (and direct our service providers to delete) their personal information, subject to certain exceptions.

For purposes of the CCPA, "personal information" means information that identifies, relates to, describes, is capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular California resident or household.

We will not discriminate against you as a result of your exercise of any of these rights.

In order to make a request for disclosure, California residents may contact us by calling us toll-free at 888-240-4170 or visiting our disclosure request page [here](#). We will ask you for information that allows us to reasonably verify your identity (that you are the person about whom we collected personal information) and will use that information only for that purpose. We may request that you submit a signed statement under penalty of perjury that you are the individual you claim to be. We will acknowledge receipt of your request within 10 days and will endeavor to respond within forty-five days of receipt of your request. If we require more time (up to an additional forty-five days), we will notify you of our need for additional time. For requests that we not sell your information, we will comply with your request within 15 days. We cannot respond to your request or provide you with personal information if we cannot verify your identity and confirm that the personal information relates to you.
You may make a request for disclosure of our information collection practices, the information we collected about you, or our sharing practices up to twice within a 12-month period. You may make a request that we not sell your information or we delete your information at any time.

For requests for a copy of the personal information we have collected during the 12 months prior to your request, we will endeavor to provide the information in a format that is readily useable, including by mailing you a paper copy or providing an electronic copy to your registered account (if applicable).

For requests for deletion of your information, please understand that California law permits us to retain certain information and not delete it under certain circumstances. By way of example, we are not required to comply with a request to delete information if the information is necessary for us to complete a transaction for you or otherwise perform a contract; to detect, protect against, or prosecute security incidents, fraud or illegal activity; to use the information only internally in ways reasonably aligned with your expectations as our customer (such as maintaining sales records); and to comply with legal obligations. If we receive such a request from you, we will notify any service providers we have engaged to delete your information as well.

Selling Information. We do not sell your information for monetary consideration, but we may transfer your information to a third party that provides us with services, such as advertising, data analysis and security. These services may qualify as “other valuable consideration” for purposes of the definition of a “sale” under the CCPA. If you are a California resident over the age of 16 and would like to instruct us not to sell your personal information, please visit our Do-Not-Sell web page here. We do not sell personal information of individuals we actually know are less than 16 years of age. If you request that we not sell your information, we will honor your request within 15 days, will notify those who received your information during the 90 days before your request to not further sell your information and will notify you when this has been completed. Once we receive your Do-Not-Sell request, we will wait at least 12 months before asking you to reauthorize sales of your personal information.

Using an Authorized Agent. You may submit a request through someone holding a formal Power of Attorney. Otherwise, you may submit a request using an authorized agent only if (1) you provide the authorized agent with written permission to make a request, and (2) you verify your own identity directly with us. We will require the agent to submit proof to us that the agent has been authorized to make requests on your behalf.

Collecting Information. During the past 12 months, we have collected the following categories of information from the listed sources, used it for the listed business purposes and shared it with the listed categories of third parties. The categories of information include information we collect from our website visitors, registered users, employees, vendors, suppliers and any other person that interacts with us either online or offline. Not all information is collected about all individuals. For instance, we may collect different information from applicants for employment, vendors or customers.
<table>
<thead>
<tr>
<th><strong>Categories of information collected</strong></th>
<th><strong>Sources</strong></th>
<th><em><em>Business purposes</em> for use</em>*</th>
<th><strong>Categories of third parties receiving information</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Identifiers</strong> (name, alias, postal address, email address, phone number, fax number, account name, Social Security number, driver's license number, passport number, unique personal identifier, IP address)</td>
<td>Individuals submitting information to us; information we automatically collect from site visitors; information we may receive from third parties.</td>
<td>Auditing relating to transactions; security detection, protection and enforcement; functionality debugging/error repair; ad customization; performing services for you; internal research and development; quality control.</td>
<td>Service providers and others, such as payment processors, mail houses, marketing partners, shipping partners, employee benefits partners, analytics partners, affiliated companies, government regulators, law enforcement, strategically aligned businesses.</td>
</tr>
<tr>
<td><strong>Sensitive information</strong> (name with financial account, medical, health, and health insurance information, user name and password)</td>
<td>Individuals submitting information; employment applications.</td>
<td>Auditing relating to transactions (employee administration); security detection, protection and enforcement; performing services for you; quality control.</td>
<td>Service providers and others, such as payment processors, employee benefits partners.</td>
</tr>
<tr>
<td><strong>Protected classification information</strong> (race, gender, ethnicity, religion)</td>
<td>Individuals submitting information.</td>
<td>Auditing relating to transactions (employee administration).</td>
<td>Government regulators.</td>
</tr>
<tr>
<td><strong>Commercial information</strong> (transaction history, products/services purchased, obtained or considered, product preference)</td>
<td>Individuals submitting information; information we automatically collect from site visitors; information we may receive from third-party marketing or data partners.</td>
<td>Auditing relating to transactions; security detection, protection and enforcement; functionality debugging/error repair; ad customization; performing services for you; internal research and development; quality control.</td>
<td>Service providers and others, such as payment processors, mail houses, marketing partners, shipping partners, analytics partners, affiliated companies, government regulators, law enforcement, strategically aligned businesses.</td>
</tr>
<tr>
<td><strong>Electronic network activity</strong> (browsing or search history, website interactions, advertisement interactions)</td>
<td>Information automatically collected from site visitors.</td>
<td>Auditing relating to transactions; security detection, protection and enforcement; functionality debugging/error repair; ad customization; performing services for you; internal research and development; quality control.</td>
<td>Service providers and others, such as advertising and analytics partners, affiliated companies, law enforcement.</td>
</tr>
<tr>
<td><strong>Audio, video or similar information</strong> (customer service calls, security monitoring; photographs)</td>
<td>Individuals submitting information; information we collect for security purposes.</td>
<td>Security detection, protection and enforcement; functionality debugging/error repair; performing services for you;</td>
<td>Photographs posted by site users are available to the public; affiliated companies; government regulators; law enforcement.</td>
</tr>
<tr>
<td>Categories of information collected</td>
<td>Sources</td>
<td>Business purposes* for use</td>
<td>Categories of third parties receiving information</td>
</tr>
<tr>
<td>-----------------------------------</td>
<td>---------</td>
<td>-----------------------------</td>
<td>-----------------------------------------------</td>
</tr>
<tr>
<td>Geolocation</td>
<td>Information we automatically collect from site visitors.</td>
<td>Auditing relating to transactions; ad customization; performing services for you; internal research and development; quality control.</td>
<td>Service providers and others, such as advertising and analytics partners; affiliated companies; government regulators; law enforcement; strategically aligned businesses.</td>
</tr>
<tr>
<td>Professional, educational or employment related information</td>
<td>Information submitted by individuals; information received from third parties relating to vendor or employment status or applications; information we observe in connection with vendor or employment oversight.</td>
<td>Auditing relating to transactions (employee and vendor administration); security detection, protection and enforcement; performing services for you; internal research and development; quality control.</td>
<td>Service providers and others, such as payment processors, employee benefits partners; government regulators; law enforcement.</td>
</tr>
<tr>
<td>Inference from the above (preferences, characteristics, behavior, attitudes, abilities, etc.)</td>
<td>Internal analytics.</td>
<td>Auditing relating to transactions; security detection, protection and enforcement; ad customization; performing services for you; internal research and development; quality control.</td>
<td>Affiliated companies; service providers and others, such as advertising and analytics partners.</td>
</tr>
</tbody>
</table>

*More specifically, the business purposes include:

1. Performing services for you:
   - To administer or otherwise carry out our obligations in relation to any agreement to which we are a party;
   - To assist you in completing a transaction or order;
   - To allow tracking of shipments;
   - To prepare and process invoices;
   - To respond to queries or requests and to provide services and support;
   - To provide aftersales customer relationship management;
   - To create and manage our customer accounts;
   - To notify you about changes to our services and products;
• To administer any promotion, contest, survey, or competition;
• To provide you information regarding our products and services; and
• To offer our products and services to you in a personalized way; for example, we may provide suggestions based on your previous requests to enable you to identify suitable products and services more quickly.

2. Advertising customization.
• For marketing and promotions we believe you may find of interest and to provide you, or allow selected third parties to provide you, with information about products and services that may interest you.

3. Auditing relating to transactions, internal research and development.
• To provide for internal business administration and operations, including troubleshooting, Site customization, enhancement or development, testing, research, administration and operation of our Sites and data analytics;
• To create products or services that may meet your needs; and
• To measure performance of marketing initiatives, ads, and websites “powered by” another company on our behalf.

4. Security detection, protection and enforcement; functionality debugging, error repair.
• As part of our efforts to keep our Sites safe and secure;
• To ensure the security of your account and our business and prevent or detect fraud, malicious activity or abuses of our Sites, for example, by requesting verification information in order to reset your account password (if applicable); and
• To ensure the physical security of our premises through the monitoring of surveillance images.

5. Dispute resolution.
• To resolve disputes, to protect the rights, safety and interests of ourselves, our users or others, and to comply with our legal obligations

6. Quality control.
• To monitor quality control and ensure compliance with our legal obligations, codes, ordinances, and policies and procedures; and
• To develop and improve our products and services, for example, by reviewing visits to the Sites and various subpages, demand for specific products and services and user comments.

**APPLICABLE LAW/JURISDICTION**

You agree that the laws of the state of Delaware, excluding its conflict-of-laws rules, shall govern this Statement. Please note that your use of the Sites may be subject to other local, state, national, and international laws. You expressly agree that exclusive jurisdiction for resolving any claim or dispute with us or relating in any way to your use of the Sites resides in the state and federal courts of Kent County, Delaware, and you further agree and expressly consent to exercise of personal jurisdiction in the state and federal courts of Kent County, Delaware.
UPDATES TO THIS STATEMENT
We reserve the right to make changes at any time to this Statement and/or alter the look, content and functionality of our Sites. However, if we change how we use your Personal Information, we will post the policy change notification here, update this Statement accordingly and post a new effective date. We encourage you to periodically review this Statement for the latest information on our privacy and security policies.

CONTACTING US
For further information questions or concerns about this Statement, please:

- email us at: privacy@basspro.com, and include your name, address, telephone number, email address, and a note of instruction; or
- Call us toll free at 1-800-552-4868® or
- Write to us at: Bass Pro Shops, Attention Customer Service Privacy Director, 2500 E. Kearney, Springfield, Missouri 65898, and include your name, address, telephone number, and a note of instruction.

Effective date: September 18, 2020.